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BNP PARIBAS
Digital Banking Terms and Conditions
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This Agreement (as defined below) shall govern the digital banking services related matters of the client (the "Client") with BNP PARIBAS,
acting through its Taipei branch, Taichung branch, Kaohsiung branch, offshore banking branch and/or any other branch of BNP PARIBAS
which may be established in the Republic of China ("R.0.C.") (collectively, the "Bank").

E—f® (ARITEF)

Article 1 Bank Information

— ~ R{T&MBank name 1 ERERERIBITHER S M TER RS RIEE DT
BNP Paribas, acting through its branches in Taiwan
Z  BEF A ZBRE 4R Complaint and customer service hotline: +886 2 8758 3101
= ~ #8tEWebsite: https://www.bnpparibas.com.tw/cn/
I ~ dpdtAddress * ZILTHEEEEEHRSRTIRTIE ~ 728 N728,21
71F, 72F and 72F-1 of No. 7, Section 5, Xinyi Road, Xinyi District, Taipei City
h -~ EESENEFax | +886 2 8758 3102

7N~ BF{SF8Email ¢ wm.tw.ebanking.support@asia.bnpparibas.com

B (B2 BREE)
Article 2 Applicable Scope of this Agreement
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1. This Agreement shall apply to Digital Banking Services provided by the Bank from time to time. This Agreement is to be read and
construed in conjunction with the Application Form, Terms of Use, all notices, disclaimers and other terms of use appearing on the
relevant Digital Banking Services platform and all supplemental forms and documents applicable to the Digital Banking Services. These
terms and conditions, together with such Application Form, Terms of Use, all notices, disclaimers and other terms of use appearing
on the relevant Digital Banking Services platform and all supplemental forms and documents, are collectively referred to as “this
Agreement” (which expression shall include this Agreement as amended, supplemented or otherwise modified from time to time).
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2. This Agreement is the Addendum and amendment to the Master Relationship Agreement (the “Master Agreement" ). If there is
any conflict or inconsistency between the provisions in this Agreement and the Master Agreement, this Agreement shall prevail. The
provision of the Digital Banking Services by the Bank shall not place the Bank under any obligation to provide credit or other banking
facilities to the Client or to any other person.

.

= AR BEARTRBIRITRE < —RMEHRNE @ BMERIZOSBHES » BRARZLHE -
3. This Agreement is the general and common provision for Digital Banking Services, and this Agreement shall prevail unless otherwise
stipulated in another individual agreement.

M~ BRI RORFEBARZL - BEJZOHES REEBHNE  HHIE -
4. The provisions prescribed in the individual agreement shall not contradict with this Agreement. However, if the provisions prescribed in
the individual agreement is more favorable to the Client, the individual agreement shall prevail.

I AROGTMERER  BRENIBEEHEE -

5. If there is any doubt about this Agreement, the interpretation in favor of the Client shall prevail.
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6.  Access to and use of the Digital Banking Services provided by the Bank are restricted to Clients and/or Authorized Users only. You may
not obtain or attempt to obtain unauthorized access to the Digital Banking Services, or to any other protected information, through
any means not provided by the Bank for your specific use. If you are not a Client and/or Authorized User, or if you do not agree
to this Agreement, do not access and/or use the Digital Banking Services provided by the Bank.

E=1& (BFEER)
Article 3 Definitions

EARZOTR - IRIENESBATE - BRITIEAEBLUTRE ¢

In this Agreement, unless the context otherwise requires, the following terms shall bear the following meanings:

— THRBRIRITIRTE .  EATREP N/ EEREREARFG THIRENL (ERTRALE) TP K/ SRS
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1. “Digital Banking Services” : refer to any electronic, internet or mobile banking services, products and facilities, including the
digital platforms, websites, mobile applications and software applications, offered or made available by the Bank to the Client and/or
its Authorized User(s) from time to time and (where deemed necessary by the Bank) applied to or gained access to by the Client and/
or Authorized User(s) via an Application Form, and shall include (without limitation) the Internet Banking Service, but shall not include
any Automatic Teller Machine (ATM) or telephone banking services.

’

o TEFXH EATHEPRBEMBREREECXT BT BH 28 FRIEMER > UEFHEMUAZ
MEBMZEEDRB AN  IRKEURTEARZACH  MESTREZAE -

2. “eDocuments” : refer to words, sounds, pictures, images, symbols or other information transmitted via the network by the Bank
or the Client, which are records capable of presenting its intention by electronic means or other means not directly recognizable by
human senses, for the purpose of electronic processing.

= TEUEE,  BRETXHUBRERELFEMANEER —ERECEBMELR  UEBEAZALESHEENE
WRETEE » WRLUAREEINLERE

3. “Digital Signature” : refers to turning an eDocument into a digital data in certain length by mathematical algorithm or by other

means, and then to create an electronic signature by encrypting with the signatory’s Private Key on such digital data, which can be
verified by a Public Key.

M TRESE,  REEERHBRIEUENT  AREARE  HLUREFLREE -
4. “Private Key” : refers to the digital data with a pairing relation which is kept by the signatory for generating the Digital Signature.

A TAREE,  REEEAERHBARCEMERT BN 0 BUREEAEES -
5. “Public Key” : refers to the digital data with a pairing relation which is publicly disclosed for verifying the Digital Signature.

N TEYERSAREE )  ERAMTEIRRATRAEATREECTHRE LERLEYEREE (EEAT) ZBMNMm
BASRERNEAIMATE A MER ©

6. “Biometric Authentication Method” : refers to any and all methods and procedures issued or prescribed by or on behalf of the
Bank for the use of Biometric Credentials (as defined below) on mobile devices prescribed by the Bank.

T TEYERUSE .  EREATIRRAMTARZZ PR RERAERI / SRR RITIRISVER 2 BRYmA
FRRSENETNEMSEEN  AHE=SHAITHEETEEEE F Mo A SHEEE -

7. “Biometric Credentials” : refers to biometric data which is collected and stored by or on behalf of the Bank from time to time for
the purposes of authenticating the Client’s or its Authorized User(s) access andfor use of the Digital Banking Services, or biometric
data which is enrolled by a Third Party Recognition Feature on a Prescribed Device.

A~ THEERE ) IBRFPRNSAREATHILe (EAFRETERN ) AFIRE - AIEEARZLARE VAR IRITIRES
B -

8. “Account(s)” : refers to any account (of any type and currency whatsoever) held now or from time to time by the Client with the
Bank, which may be accessed via the Digital Banking Services as provided in this Agreement.
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9 “Application Form” :refers to an application and authorization form or such other document or record (such as an digital page or
pop-up message containing a tick box for acceptance) acceptable to the Bank which is signed or otherwise agreed to by the Client or
its Authorized User(s), for the purposes of the Client and/or its Authorized User(s) applying for and/or accessing all or any of the Digital
Banking Services, and shall include all supplemental application forms, documents or records thereto.

T THRIREERE )  BAATER  BEXARZOL BEEPERBRIAIT AIER BB E M AP REL
MRREERE ) SOTMANERPEIRITRIEZAL
10.  “Authorized User(s)” : refers to, subject to acceptance by the Bank, a person who has accepted this Agreement and has been
Authorized by the Client in the Application Form or such other document or record acceptable to the Bank, to access and use the
Digital Banking Services as an “Authorized User”

+— THEEBH .  BEATREPFRCEMEE (BREARNEZFEMIFBUINEERSFEECERN - ER -8
BR ~ EDRANBA] ) ZFra@a o

11. “Correspondence” : refers to all correspondence of whatever nature (including without limitation, statements, advices, circulars,
demands and notices relating to the Account(s) of the Client with the Bank) addressed to the Client by the Bank.

+Z v TIRESRITERE ., BEATEBATHUREARIEENRL BENEMEFARNARRAZTS N/ EREERER
FEARMEMNEF AR FIRITIRE ~ ER LR

12. “Internet Banking Service” : refers to the electronic or internet banking services, products and facilities offered or made available
by the Bank to the Client and/or its Authorized User(s) from time to time, through such website, channel, or other electronic means
as the Bank may prescribe from time to time.

= "TEEFBELR)  FARNMTIREKRTARARERZ P K/ EREERERTIE / HERMRRITRESZ B
AT B IR EATIE BS S B B R B AR A 2% ©
13. “Internet Banking Token” : refers to any hardware device or token that may be issued by or on behalf of the Bank from time to
time for the purpose of authenticating the Client’s and/or its Authorized User(s) access andfor use of the Digital Banking Service.

—+
3
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14. “Malware” : refers to any and all forms of malicious, surreptitious, destructive or corrupting code, agent, macro or any other
program which is designed to permit unauthorized access, to disable, erase, corrupt or otherwise harm or damage software,
hardware or data; or any device, method, or Internet Banking Token whose apparent or intended purpose is to allow circumvention
of the normal security of software or the system containing the code.

+h TENEER  BH-REAFRIRSBRIBEER  ZBBHREER PR RERE ZIEEFHIRIEN
FRETMELSRTD - NEBARTHERIREZEMTS ‘té’é&i BMRRBFIE / UERBERITIRE < E P X
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15. “OTP” : refers to a one-time password valid for one session or transaction which will be sent either to the Client’s or Authorized

User's designated mobile number or Internet Banking Token or via other means as determined by Bank from time to time for the
purpose of authenticating the Client’s or its Authorized User(s)’ access and/or use of the Digital Banking Services.

+75 TPIN, I ERTARREHFEZREFAEREMGHAE @ WHREBARTZES - BFXESAEHE] 2 BABBIEHE
%5 BNEREFIL / ERARBETRECEFEREFAECED

16. “PIN” : refers to the personal identification number or password assigned by the Bank to each of the Client and its Authorized
User(s) from time to time for the purpose of authenticating the Client’s or its Authorized User(s) access and/or use of the Digital
Banking Services, as may be amended from time to time in accordance to the Bank’s instructions, procedures and directions.

+
(_\_
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17. “Personal Data : refers to any data, whether true or not, about an individual who can be identified (a) from that data; or (b)
from that data and other information to the Bank has or is likely to have access, including data in the Bank’ s records as may be
updated from time to time. For the avoidance of doubt, “Personal Data” includes Biometric Credentials.
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18. “Prescribed Devices” : refers to the computers, mobile or other electronic devices registered for the Biometric Authentication
Method and enabled with the Third Party Recognition Features on which the Client and/or its Authorized User(s) accesses or uses the
Digital Banking Services.

Th

’
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19. “Security Credentials” : refers to the User ID, PIN, Internet Banking Token, OTP, Biometric Credentials and any other forms of
identification or authentication device, issued or prescribed by or on behalf of the Bank for use by the Client and/or its Authorized
User(s) in accessing Digital Banking Services.

s TERRRL BT RITIRBIRM c TENEMRITERGNK - £RERER - 258 BR - EF 18
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20. “Terms of Use” : refers to all and any current terms of use, user guides, disclaimers, instructions, procedures, directions and
presentations provided by the Bank (whether made available electronically via the Digital Banking Services, on CD Rom, data storage
devices, in printed form or any other medium selected by the Bank) in relation to the Digital Banking Services, including any updates
and changes and all related supplements thereto.

"t TEZFERBTIEE )  BATANSREFS IR EERETIA / MEREBRRITRECENMEEZE=
FIhEE - B (BRIERITBITEE) Applef8EMApple i0STEAHRIZIAE (B MTouch ID, ) SREMEBRIFH >
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21. “Third Party Recognition Feature” : refers to such third party features designated as such by the Bank from time to time for
the purpose of authenticating the Client’s or its Authorized User(s) access and/or use of the Digital Banking Services including
(unless otherwise notified by the Bank) the fingerprint recognition feature of Apple’s iOS designated by Apple as “Touch ID”  or
other similar fingerprint recognition features found on other smartphones.

- TERE, C EERRITRBZEFNERE -

22. “User” :refers to any user of the Digital Banking Services.

“+=- "EAEID, B TRSMNER MEREERERR  MWAREBATZIES « BFAIESNEHE T2 FERERBNE -
23. “User ID” : refers to the user identification code issued by the Bank to each of the Client and its Authorized User(s), as may be
amended from time to time in accordance to the Bank's instructions, procedures and directions.

s TEREEM .,  ERREABBERBRITREMAR / HEBM BNMIER2EFAEN  XF B - BRAR
/ REMERI AR °

24. “User Materials” : refers to any information, text, graphics, photographs and/or other materials or content submitted by a User
for inclusion and/or posting through the Digital Banking Services.

—th T8, IERPIHRRERE  DUABREAERE

25. “You” : refers to the Client or Authorized User and includes any User.

SEMOfR (FHERFn{E MR ER1TBRTZ 2 fR5K )
Article 4 Access and Use of the Digital Banking Services
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1. The terms of access to and use of the Digital Banking Services are more particularly set out in the Terms of Use. The Terms of Use sets
out how the Digital Banking Services may be utilized and accessed by you and you agree to comply with and to only use and access the
Digital Banking Services strictly in accordance with the Terms of Use and this Agreement.

— MTREBERRER S R RIT RSN ME D M E R AR - ZATIMRE BRI Bk~ Bk Bl - &
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2. The Bank reserves the right to determine whether the Digital Banking Services or any part thereof may be utilized at any time. The
Bank also reserves the right to upgrade, modify, alter, withdraw, suspend or discontinue the provision of the Digital Banking Services or
any part thereof at any time without prior notice to you or your Authorized User(s) and without any liability on the part of the Bank in
respect thereof. In particular but without prejudice to the generality of the foregoing, the Bank fully reserves the right to refuse access
to the Digital Banking Services or any part thereof for security reasons. The Bank further reserves the right to temporarily prevent
access to the Digital Banking Services or any part thereof in order to carry out maintenance work, to update the resources or system
that provides or facilitates the provision of the Digital Banking Services or for system recovery. In addition, the Bank reserves the right,
but shall not be obliged to:

AR~ BRI E A S TN A BRI IR T IR SN IR A ER AR

monitor, screen or otherwise control any activity or content delivered or exchanged through the Digital Banking Services;
FEEMERARZLY ~ LRAGRZITR » WIRNERAEE EA1TE

investigate any violation of this Agreement, Terms of Use and take any action it deems appropriate;

ik ~ B8 ERXNEFLREEHBRRTRBPRSNEBERBTRBRECEMNEREEN S &/ X
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3) remove, block, reject or relocate any User Material appearing on or made available through the Digital Banking Services; and/or
M) mEEEEREREHEIEREREMEREERIER A EE) - WEERETERESTF -
4] report any activity it suspects to be in violation of any applicable law or regulation to the appropriate authorities and to

cooperate with such authorities.

.
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B FERIFESZBERT  ENEERILAREENEIREEAENMERBRIRITRE - TSR E TSRS E
AT EEEERREIRITIR « BRIFBSITEBHAAT » TRIKTEREBERERRLNEFHEEEERITR
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3. The Digital Banking Services (or certain parts thereof) are offered and accessible only in jurisdictions where and when they may be
lawfully offered and accessed. In accessing the Digital Banking Services you must be aware of and fully observe any applicable laws,
regulations and restrictions. You shall not use, and shall procure your Authorized User(s) not to use, or knowingly allow or authorize or
cause any person to access or use the Digital Banking Services for any illegal purpose or activity or in contravention of any applicable
law, requlation or directive. Unless you inform the Bank otherwise, the Bank shall be entitled to assume that you are accessing the
Digital Banking Services from your country of residence. You undertake to indemnify the Bank for all losses, costs and damages the
Bank may incur as a result of any inappropriate use or illegal use of the Digital Banking Services.

ERE (R ZHE:R)
Article 5 Confirmation on the Webpage

— ~ BREBRAMKIRITA » FAMRARIRITIER AL - A FRAKERTRY AN FEEREEHAM -
1. The Client shall first confirm the correct website address for digital banking before using the Digital Banking Services; for any questions,
please contact the customer service hotline.

s

KTEU—BREZFRBANZ AN - SNFFERBITEARECER

aal

The Bank shall inform the Client about the risks of surroundings of the digital banking application in a way that the general public can
understand.

= MTEZREREEBATIEERR @ BREERENEREEZ2M - WERDTEERGECHE  LIBREP 2R
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3. The Bank shall maintain the correctness and security of the website through the exercise of due care as a good administrator, and
always be aware of whether or not there is a forged website so as to prevent the Client from damages to its rights and interests.

EPAN (BR#HIER)

Article 6 Service Scope

— BF RBIREERE R M RITIRE R |

1. The Client(s) and Authorized User(s) may use the Digital Banking Services as follows:

(—) FEFERRRBETEZEARENRY - AARRBTRBEFEEHEFELTARRFEENRE - 86
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(1) The inquiry and notification services of non-electronic transfer and non-transaction instructions: refers to utilizing
the Digital Banking Services platform to inquire the asset overview of the Client’'s accounts in the Bank, including
the inquiry of NTD or foreign currency demand deposits, transaction details, investment positions, market value of
the investment positions, ratio of the investment assets, amount of time deposits, exchange rate and investment
information. The items of inquiry and notification shall be determined by the services provided by the platform of the
Bank, and the Client need not apply for item by item. If the Bank adds the items of inquiry and notification services
hereafter, unless otherwise provided under the laws and regulations or prescribed by the Bank, the Client need not
apply for such services separately.

(D) FEEE - ZREERBURIERAMT 2 AFERERIEMRS - BFIEBBMRAITHIRRITRE TS BRiFR
R R ABIIEZ RBRE -

(2) For the application, password changes and other low risk internet transactions stipulated by the competent authority,
the actual services are subject to the services currently provided by the Bank’s Digital Banking Service platform and
the services newly added hereafter.

s

Z o MENATREBEMARIRITRE (BEERARREFEIRARXZERERBIER) @ NMTIBLUEERXETFEH4EN
2R BEPFFRRAAMTUERRHFSEMOE TN

If the Bank commences other Digital Banking Services (including but not limited to the services of electronic transfer and transaction
instructions) afterwards, the Bank will notify the Client in writing or by email, and the Client may apply for in writing and activate the
use of the services by other means agreed upon with the Bank.

N

,
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3. The Bank shall specify its services in this Agreement. If relevant information appears on the Bank’s website, the Bank shall ensure the
accuracy of such information and the Bank’s obligations to consumers shall not be less than those stated on its website.

FtiR (GEMFTER 2 )

Article 7 Internet Used for Digital Connection

— KTREF R ERERETE T X EE LW -

1. The Client and the Bank agree to use the internet for the transfer and reception of eDocuments.

F ATEREFEA RS EENEBERERZMBEERTMBRERY  LREERKRERIER -

2. The Client and the Bank shall enter into an internet service agreement with their own internet service provider respectively in terms of
the rights and obligations thereof, and shall each be responsible for their own expenses for using the internet.

EPANCS BEF X4z EH - BEERERE)

Article 8 Transmission, Reception and Response of eDocuments
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1. Where the Client has requested to receive Correspondence from the Bank via the Digital Banking Services platform in lieu of physical
Correspondence, the Client shall be deemed to have received the correspondence upon the posting or transmission by the Bank of the
Correspondence onto or via the Digital Banking Services platform for the Client or its Authorized User(s) to have access to, regardless
of whether the eDocuments are actually received, accessed or read by the Client and/or its Authorized User(s).

B

A TRESBASRENEATAEFRBALIFES 2 EFXMHE  RERZFRN  ATERERZRZET XM
PEEEMCEEMRS P BRERE - BIRFETRRNEE  WHRRNEEER  DESHNECHNBEBNES -

2. After receiving the Digital Signatures or the eDocuments agreed upon by the Client and the Bank for identity check, the Bank shall
provide with the Client the webpage address which contains the important information in the eDocuments of the subject transaction
for the Client’s re-confirmation before immediate verification and processing; the Bank shall notify the Client about the verification
and processing results by means agreed upon by both parties.

B

TITREFPEBCRER SAMNST XN BRENHESINARE @ GRBRREE - BERTARERFS2E
EMERARERENCEE - LIEFRNECHNBANES -

If the Bank or the Client receives any eDocument from each other which is unable to recognize the identity or the content, the
eDocument will be deemed to have not been transmitted. However, if the Bank can determine the identity of the Client, the Bank shall
immediately notify the Client that the content cannot be recognized by means agreed upon by both parties.

ol
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4. It is the Client’s duty to (and to ask its Authorized User(s) to) regularly consult the eDocuments available in the Digital
Banking Services platform. Any delay or omission on the Client’s or its Authorized User(s)’ part to do so shall be solely at
the Client’s own risk and responsibility.

CBERFEREMMTIEBMBBITRBFanFF REMEHEEEN  LERERTY Nz ERHERE - $ﬁﬁm@
2RRERBRRETFREAERERBENEN - EREMNIINEF XM ERBRBT X - HRATTREARRE
ZAEAAITTED - $ﬁ$g§ﬁXEﬂEmAiWEL%#EH£¢fE°

5. Notwithstanding the Client’s authorization for the Bank’s transmission of all Correspondence to the Client via the Digital Banking
Services platform in lieu of physical Correspondence in paper form, the Bank reserves the right at its sole discretion to send to the
Client physical Correspondence at any time, whether in addition to or in replacement of eDocuments. The Bank shall not be liable to
the Client or any other person or entity in any manner whatsoever for any action taken by the Bank pursuant to this provision.

ENR B NHZTHIT)

Article 9 Non-execution of eDocuments

— WA NIBZ—  AMTEARITEMEE BT XM

1. In the event of any of the following situations, the Bank may choose not to execute any received eDocuments:

) BRAEEHRRE T XU CEEMNFIEEERZIERME -

1) Itis suspicious with specific reasons for the truthfulness of the eDocument or the correctness of the specified matter.

(—
(
(D) ATRESETXHRE - HERBERESZIRES °

(2)  The Bank will violate applicable laws and regulations if the Bank processes the eDocuments.
(Z) AMTAEFEFPZREMBEENIRFIIREFAENZERE -

(

3) The Bank is unable to debit the fees payable from the Client’s account due to reasons attributable to the Client.

AT ABATRIRB T XM E - BRSKABITZEALBTY » LEFHNECHANBNER » EFXBHNRFLUEFH
EANAARITHER °
2. If the Bank decides not to process the eDocuments in the preceding paragraph, the Bank shall simultaneously notify the Client about
the situation of and reason for not processing the eDocuments by means agreed upon by both parties, and the Client may confirm with
the Bank by means agreed upon by both parties after receiving the notice.

FtHiz BF XU IAERFR )

Article 10 Time Limit for eDocument Exchange Operations

.

BEFXMHAEANMTERBBEE  FRPERE T KREPKE/\REZIEAMTIRM  BREDREIRE AN R ER
& EERERTRIAFRED - BRI FBNRZEATREHARA » FHE -~ B2 -

1. The eDocuments are automatically processed by the Bank's computer system, and the eDocuments sent by the Client to the Bank
may not be withdrawn after being sent to the Bank following the verification of the correctness of the content according to the re-
confirmation mechanism provided by the Bank under Paragraph 2, Article 8. However, an unexpired scheduled transaction may be
withdrawn or amended within the time limit set by the Bank.

" EETXHKAEBREEERTER  NATE ME@E@%E@ﬁﬁ%%hﬁ%(Eﬁ@%ﬁ?¢ew HihBEE
FRGAEABERFBEMAMAR)  AMTREADBFXHBNER » ZERXSR RO —E X A R SKEM
RNEFNRER »

2. If the eDocument has been sent to the Bank by internet and is under automatic processing in the Bank's computer after the Bank's
business hours (3:30 p.m. for account transfer business; the business hours for other securities transactions may vary due to the kinds
of securities), the Bank shall immediately notify the Client by eDocuments that the transaction will be processed on the next business
day or will be handled by other means as agreed upon.

.

s R IRITIRB R IBER 5 MBI BB AAI TR ERBZIERERE

3. The business hours of transactions for Digital Banking Services shall be subject to the acceptance hours of services for the Bank.
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Article 11 Fees
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EFBERAARZYRB AR  BROENEFREARTEINERREREEHERRBITRBZERE - BRHE -
FREERBEE (ATHAIRIE) @ BIREATEERZIRFRBENG  MRELHE - RITTEWE - K17
BRMEFRERESCULINE 2 #F - MIFTAZWNERDBATERR (FEREFRHMERT - MTsE) PITHZER
Bz -

The Client shall pay the usage fee, service fee, handling fee and postal fee (which are not charged by the Bank currently)
for the Client’'s and Authorized User(s)' use of the Digital Banking Services according to the agreed fee standard as from
the date of using this service under this Agreement, and hereby authorizes the Bank to automatically debit such fees to
the Client’s account; the Bank shall not charge any fees not specified herein. The Bank reserves the right to amend the fee
standards from time to time after notifying the Client. The fees set out in this provision shall be in addition to the fees and
charges set out in the Bank’s Fee Schedule as amended, supplemented or modified from time to time.

FEWERENRTNRMNEGRES  AMTERATHEML BERASER
BTGB, ) RARCAR -

In case of any adjustment to the fee standards in the Paragraph 1, the Bank shall announce the contents in an obvious place on the
Bank’s website, and shall make the Client aware of the adjusted contents by means agreed upon by both parties (the “Notice” ).

WP FNEZHFNERFEA (T

D}

BIEZABMERASE  MIERNPE LRERUEFPRERETANEERHARCER - FPARANARLEXARRTRAESE
F TR ABREM A REEEP R NN E B BRITRY - SPRAREXNARFAEERAREE TR
BRI R MEBAIRRES ©
If the adjustment in preceding paragraph is an increase, the Bank shall provide the Client with an option to express whether the Client
agrees to increase the fee on the webpage. If the Client does not agree before the effective date of the adjustment, the Bank will
suspend the Client’s use of part or all of the Digital Banking Services from the effective date of the adjustment. If the Client agrees
to the fee adjustment after the effective date of the adjustment, the Bank shall immediately resume the relevant services under this
Agreement.

BIIEAITZ AEPOBHERRBARS T AR » BERBERBAEERNAERBAMER—FE LR -
The announcements and notices of the Bank in the preceding paragraph shall be made sixty (60) days before the adjustment takes
effect, which shall not be earlier than the start of the following year after the announcement and notice.

B+ (FPRERRLRERE)

Article 12 Client’s Installation of Software/Hardware and Risks

—

TRFGEARROZRBIER @ EETREMBCEMKEE 1888 - LRHEMEZ2EBRRERER (BFEERR
NEMTATHIEE ~ BIFHEIRHE - SEMAKERN / A BRAEREKRIRBAER (ISP) ETHNREKFI) - B
EREXFEHNCNEEREAEEREEEBBITRBNVLEER (BB "BRRHE. ) - REITERLER

HEBTEE - AT R2EAERREBRAANT RN - BEREERFLEERBITRBERUEER - T8EHE
EATHEAN RN —EmERAERE AR ENTRE - LEXERRARNES - EARBE A EREKIRITR
BAATRAANEERBNRELE - ATHAESHEERRPEAEENE AN EHNRGETHR - A BER
AR MR - BT AEREFITEENKRIN IR @ B LLEMEENASHRITIERE - HRABBERSE
ERARE AN 2R IRITIRBIE S « e A BTIERNEMATEH - MERRITRAIEEENBEERIHN
B EMABEN—THEL ~ BF ~ 3R~ F7id  FZEEF - BANZE (BEEARRNZLEEERER TN EAEE
) REMEREL  BEHANTARE2EEE -

You shall install your own computer software and hardware and other security-related equipment and resource required for using
the services under this Agreement (including without limitation a computer or mobile device, a modem or router, connection to a
telecommunications network and/or internet access through an internet service provider (ISP)) required for and to support your and/
or your Authorized User(s) connection to the Digital Banking Services (collectively, the “Relevant System” ), and assume related
installation expenses and associated risks. You shall be fully and solely responsible for ensuring the security of the Relevant System,
ensuring that the same is compatible for use with the Digital Banking Services, taking all reasonably practicable measures to ensure
that no unauthorized software is used and that the Relevant System is not overloaded and is free from Malware or defects which may
affect the Digital Banking Services or the Bank’s systems generally. The Bank will not be responsible for remedying any deficiency or
defect of any kind in the Relevant System or providing any maintenance in relation to the same. You shall further take reasonably
practicable measures to guard against any phishing or social engineering attacks. You shall fully indemnify the Bank from and against
all losses, claims, demands, actions, proceedings, cost and expenses (including but not limited to legal fees on a full indemnity basis)
and other liabilities whatsoever which the Bank may sustain or incur directly or indirectly arising from any breakdown, malfunction or
delay in or other adverse events affecting the Digital Banking Services caused directly or indirectly by the Relevant System.
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You shall be solely responsible for the cost of internet and telephone communications, hardware, security software, costs relating to the
installation, use, maintenance or operation of any other equipment and all other costs and expenses relating to your use of the Digital
Banking Services.

F—ELETIRRERR B MEEX A NEBARTRE - KMTEREEPRNERBEEANER » MR < &=
HENUEMSRARNE=A - AMTUER L XA ERER 8K CHRETARE  ERIFRFR - BaiE
FTiR AL ERIE RS Bz -

If the hardware and software equipment and related documents in Paragraphs 1 and 2 hereof are provided by the Bank, the Bank
agrees that the Client may only use them within the agreed service scope, and may not transfer, lend or deliver them to any third party
by any means. The Bank shall also set out the minimum software and hardware requirements for this service on its website and the
packaging of the hardware and software provided, and shall bear the risks of the hardware and software provided.

,

BEFREME LR - AT EIERIIA AREIRE - BUZNFHINEE RIR -
Upon the termination of this Agreement, the Bank may only request the return of the relevant equipment in the preceding paragraph
to the extent that there is any special agreement between the parties.

.

RERBRITZENER  BRRIES  B8HEARYESE  NMIAALIRER R/ R ERAER T EIRANER
MR RATIRIB N EEATER D < BRI - BIZ0 - TR MEAREEERERN—E "RRERENG, H ERESERE
ID~ PIN ~ EpREZISEA SR N / HEREETS - BEMNRALIBEZRF K/ IRERERE 2SS  UEIRR / SEABRL
BATIRTE © M VAL / SREUR LSRITIRTS - WEREREVATSFERRERRT - M AELAED » PINEE)
RS EL a8 LR BT B RRATS ©

Access to and the use of the Digital Banking Services or any part thereof may be granted by the Bank to the Client and/or its
Authorized User(s) only through the use of Security Credentials in accordance with the Banks latest instructions, procedures and
directions. For instance, the Bank will issue to each Authorized User, an “Internet Connection Kit” consisting of a User ID, PIN,
Internet Banking Token and/or OTP for the purposes of authenticating the Client's and/or Authorized User’s access and/or use of the
Internet Banking Service. In order to use and/or access the Internet Banking Service, an Authorized User will be requested to input its
User ID, PIN and number shown on the Internet Banking Token or OTP in the electronic data processing system.

ATBERENTRAEMRENBERLT - BRIERIEMAENNEN  LEREFAEZBEAEMIBERTARIIES S
é} o

The Bank has the right, at any time and without giving any reason, to refuse to provide information and communications and to
require that the User identifies itself by any other or alternative means.

,

RTARBARZOEABRPAE SN AEFAEERECRERERZDERE - REBBZER VAT RN
EREGR - EFRAR2EESRAMENREEREEERRZY (BRERGT) -

The Bank shall send the Client and the Authorized User(s), the Security Credentials in the manner set out in this Agreement and the
Application Form. The Security Credentials must be used in accordance with this Agreement and the Terms of Use. The Client shall be
solely responsible for the compliance by all Authorized Users with this Agreement (including the Terms of Use).

.

—BRASENEERZESERE 2GR LE—TERR2EE  MITERKERRERZ A TRAT PR EN
KU AR RITIRE - RILAITRFERERFE ERREKRITRE - BEF TR AMTUERIEEETESORE
W RBRRBHEINAEP R/ SHREEREL 2 REZBHERITREBA REITR - BEFRIRLER
F ATUESEREE BRI BITRBEH 2EMERZAEN  RRXEEN  THEEAREZHNEREEHHZ
FIRZ N2 ISR - BB IRITIRE E Mt s H il A A TR R PSR R EERE 2 RERBZA
BIER @8 BIENENERRASANIREE - MITERRBREIAZEFERTE  BAESE—FRE - B8
RITERIRE NG REEBI MRS R RBUTEN SR K ESEREITE ©

Once the system has authorized access on the basis of a positive authentication further to the use of the Security Credentials, the Bank
is entitled to consider the person accessing the system as the Client or its authorized representative and thus as authorized to use the
Digital Banking Services and the Bank may therefore allow the use of the Digital Banking Services in relation to the Account(s). The
Client acknowledges that the Bank is not in a position to carry out identification checks, and is entitled to accept without reservation
all actions carried out through the Digital Banking Services with the Client’s and/or Authorized User’s Security Credentials. The Client
agrees and accepts that the Bank will not be in a position to examine the plausibility, origin or authenticity of any instruction given
through the Digital Banking Services or the authority or entitlement of the persons who issue or purport to issue such instructions.
All instructions, communication, data, or information transmitted or issued through the Digital Banking Services and received by the
Bank which are referable to the Client’s or its Authorized User(s)’ Security Credentials shall be deemed to be irrevocable and the Bank is
entitled to act upon any such instructions without requiring any further consent. Notwithstanding this, the Bank is entitled to decline
to act or refrain from acting promptly upon any such instructions in accordance with Article 9.
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9. The terms and conditions for access to and use of the Digital Banking Services may be changed at any time in accordance with the
procedure set out in Article 28. In particular, the Bank thus reserves the right to change or supplement the Security Credentials, the
data used for connection purposes or the security features, procedures or system without any prior notice to you.

T ATRERECHL 2 RERRI AR RE—MIERZAEER  KENHMT R - KAZATEELEE
BAEE -

10. All resources, devices or other means provided by the Bank to you for use in relation to or as part of Security Credentials shall remain
the sole and exclusive property of the Bank.

EB+=1F (£9EE52588%)
Article 13 Biometric Authentication Method

— EBEPR/ IEEREAEEEMEYEEE 2 REL  NMIAUZERELDFEES (A RMERE=77351%
BE) - KBMEEP R/ NEREEAEHRELRERRITRE (NEETHD ) 2 FEEER -

1. Where a Client and/or Authorized User is registered for the Biometric Authentication Method, the Bank may authenticate the Client
and/or Authorized User's access or use of certain Digital Banking Services (or certain parts thereof) through the verification of
Biometric Credentials, which may involve use of Third Party Recognition Features.

,

Z EBEAE=SHRTBELBEEEMERRE AT RETREZSL VS ERTZER LESENE P SRR
R%E -

Where the verification of Biometric Credentials utilizes Third Party Recognition Features, the Bank owes no duty to verify whether such
Biometric Credentials actually belong to the Client or its Authorized User.

N

.

ERPREREEAERELEERE CRMEAYREEBELIGEEKIRITRG - IR LEBApEREREDAR
BHAAEAHATZEFRERE LEMERNE=7LYRFEEE - KBTS FEELEE=FRANSEEME IR IR
TR - RS2SR ERERNERLENFEES I RE LR B AEBARREERAEYAMGEEERE L
S EAE=SEDEEEE -

Where the Client or its Authorized User(s) are required to enroll their biometric data on the Prescribed Devices to access the Digital
Banking Services, the Client and each Authorized User shall not enroll or permit the enrolment of any third party biometric data on
such Prescribed Devices. Doing so might enable such third parties to gain unauthorized access to the Digital Banking Services. The
Client and each Authorized User shall delete any third party biometric data enrolled on the Prescribed Devices prior to activating such
Prescribed Devices for the purposes of accessing or using the Biometric Authentication Method.

w

JE]

FE=HHANNEBNE=FTAE - FRZEE=8A AR ER=T852hee £ =7 e B R B
Bl - HRAEAZEE =78l A E YRS D BE LM BN EESI R EFIEL - BEIL - AT
BAEBEAEREENEE -

4. The Third Party Recognition Features are proprietary to third parties. The use of such Third Party Recognition Features shall be in
accordance with the applicable terms and conditions of the third party provider of such Third Party Recognition Feature. The Bank
shall have no liability or responsibility for any loss, damage or expenses arising directly or indirectly in connection with the use of such
Third Party Recognition Features in conjunction with the Biometric Authentication Method.

E+mig (EREZERE)
Article 14  Duty of User

—  BBATEWEIARITHEEE ZMEPIN « ZREFE/RAMBBRIEEN @ WHBREBZZFDHEPIN - Z2BEREM

B2 XY o BAEHENZ2REANBEIET TR - B EERERZ R 2 EE R A8 RS A8 5 = B Ak 75
c BAEERAZNEIRZEAER (PINBERHIEEBRDR) FRE2REXERE -

1. You must change the initial PIN, Security Credentials and any secret code sent to you by the Bank immediately upon receipt
and destroy the document containing such initial PIN, Security Credentials and any secret code. You should not write down
your Security Credentials without disguising it and you should not use the same Security Credentials to access other internet websites
or digital services. You should not use easily accessible personal information such as telephone numbers or date of birth as Security
Credentials or passwords.

.

T ATEIEBTEHENPIN - AEEREZZNBBIZPIN (FIANHAE B » BRERIHEE) 0 FAEEPINE TR - B2
SERFUIBRCNHEREBERAERFTZE2RECREN - R2URLZ2M  REFEEREZRSE » WEFI NERE
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The Bank strongly recommends that the PIN be changed reqularly. Easily identifiable PIN (such as birth dates, phone number
etc.) must not be chosen and the PIN should never be put in writing. It is the sole responsibility of you to keep, and to ensure that your
Authorized User(s) keep(s), the Security Credentials confidential, safe and fully secure, the Prescribed Devices safe and secure, and to
control and ensure that your Authorized User(s) control(s) the use of the Security Credentials and Prescribed Devices and the use of
the Digital Banking Services generally. You should also read, understand and comply with the security advice and measures regarding
Digital Banking Services specified or provided by the Bank from time to time. You are advised to refer to the Bank’s Security Guidelines
which can be found on the Bank's website at https://wealth.bnpparibas.asia/ebanking/#/loginfuser and any other security advice issued
by the Bank from time to time.

BRLRRFTEDRECRENRZ2MN MR-V EEB EREREC ALTERR2RBRELIEERE - NEM
BRT  HABRRE2REFNEMFIIEEREC T NBBENESRAEMAL - BEEARTERARAITHEREER
BITEBE NMEHTASZ AL - BABRFEAHMALERENZ2BRENBELE -

You must keep confidential and secure the Security Credentials and take all necessary measures to prevent the use of Security
Credentials and Prescribed Devices by unauthorized persons. Under no circumstances may the Security Credentials or any means
to access the Prescribed Devices be disclosed or transferred to other person, including to any person presenting himself/herself as
representing the Bank or any organization within the BNP Paribas group. You shall not allow any other person to use your Security
Credentials or Prescribed Devices.

BEPAHESHTBEIRBEREARG L EERRECAEEEANERIEERERERAE T2 ER/ARZY -
The Client undertakes to inform all Authorized User(s) this Article, to supervise compliance therewith and to procure the full compliance
of this Agreement by all Authorized User(s).

EENEALDRENEEEEETMEL  BEBBENEBIARLIREMSR » IR IBITRB 2 EFEIRE
FRBRAMERNRLUER LD ITRANEMEMEZEEH  FREILBEILITF S BAARTT

The Client must immediately report to the Bank any loss or disclosure or theft or unauthorized use of any of your Security Credentials
or Prescribed Devices or any breach or suspected breach of security in relation to any access or use of the Digital Banking Services or
any other security incidents by the following means:

—) BAEHNEFRBAEKENERE ) =X

1) notifying your Relationship Manager or Marketing Associate; or

(
(
(D) BRI ARBASEARI TR AR AR A EFERS ©

(2) dialing at such other numbers which are notified by the Bank or made available in the Bank's website from time to time.
FITHRARIBITRBERES LEEEERAEEN - BF A ERTIAEREFERE CTMARERL - BIEER
AT o BARTHEIREE R EREAE CEAERE  KTHESETEERNEIRME LB BZR RS AEHRERIT
BR#%5 2 fZEY °

Access to the Digital Banking Services shall be restricted solely to the Client and its Authorized User(s). The Client undertakes to
immediately inform the Bank of any termination of authorization(s) granted to any Authorized User(s). In the event the Bank receives
the withdrawal of any authorization of an Authorized User, access to the Digital Banking Services by such Authorized User(s) shall be
prevented as soon as it is reasonably practicable for the Bank to do so.

RAEBETNGENRCEERN - SHRACER  BANEARDEENFEEEEMSIEN—IIER » AEREE
£ o 5 AATREBIRMEMN R 2 BEREUNE 2R -

To the extent not contradicting with Paragraph 4, Article 19, you bear the full responsibility for all consequences arising from the use,
loss or misuse, of the Security Credentials or Prescribed Devices. Furthermore, the Bank reserves the right to charge you for the delivery
of any new Security Credentials.

BEFAEAEABEATHEENEERBNATEARBNERNRS °

The Client has the duty to report immediately to the Bank any transaction it disagrees as soon as practically possible.

Bt+hfR (FFERESEME)

Article 15  Client's Connection and Responsibilities

—

MMTHEEFARNNES  WARDEZNFE  hEER - FRRHATRMCERERS 21« 2RIENE
Eel#nNgse IR  BEaREZE -
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1. If the Bank enters into any special agreement with the Client, necessary tests must be made prior to the connection. The Client shall be
responsible for the custody of the user code, password, Security Credential and other tools provided by the Bank which is sufficient to
recognize the identity.

— EFWARRESEREREDLRE > AMTERNESFLERERARZN RS - TPARWEER  BIKRQENR
BAHEETE -

2. When the Client wrongfully enters the preceding password for consecutively five (5) times, the Bank's computer will
automatically suspend the Client's use of this service under this Agreement. If the Client intends to resume the use, the Client
shall proceed with the relevant procedures agreed upon by both parties.

Btk (RBRZMAES)

Article 16  Transactions and Payments Orders

—  RNEEENGRECAIRT » MTEEKR2BAEREBBE / IARTAITEBREBIRITRFEEE CEARXHHX
365 ~ fERe@a - MBAFREBIARTRRA - LHR @ BERENIES « IBRIUENVEMNE - BEZE
RN - REBRRETEBIRSRERHHRENEREE (HRXZREXZNREEIBKR) - ATAHE
BRDHARITRZAZNIES ~ 8RB - RMTHAMKB EZENEEERHEY) - HEBZRLHITEBIES TR
HAVERTE - E—FTERBAMNRZZIES ~ fFaRSBER ©

1. To the extent not contradicting with Article 9, the Bank is entitled to reject and/or not to execute any transaction or payment orders,
instructions or communications received by the Bank via the Digital Banking Services, in its sole discretion without having to give
reasons for such rejection or non-execution. The Bank may in particular reject or not to execute a transaction or a payment order,
instruction or communication if it is ambiguous, conflicting, incomplete or inaccurate, or if the Account to be debited does not have
sufficient balance or credit limit, due to the size of the transaction or of the payment. The Bank may further also reject any such
transaction or payment orders, instructions or communications due to legal or requlatory requirements or concerns, or administrative
or judicial provisions prohibiting the execution of such orders.

— s MTEBPEBRITRBIE 2 BHRZNAMTES  YIREMREFE TR B BIS0R —+I0/N\EA EE - EE R E
KBRS ZMTZ X2 AN ZEE - LEARBRY - AT / SREEE P TERE L / SR ETR
B R R PEME °

2. Securities transactions and payment orders and any settlement instructions received by the Bank via the Digital Banking Services may
not be processed immediately or on a 24 hours basis, but are dependent on the trading days and times of the relevant stock exchange
and the public holidays or the working hours of the Bank and/or those of the processing unit and/or the speed or any disruption infof
the Digital Banking Services.

’

’

HNRIZFRIT TR BB IRITIRBME BN / HREET @ IRLER e (FHRAREKRBAMERN)
FESE - KMTHARE -

The Bank shall not be liable for orders and/or settlement instructions received by the Bank via the Digital Banking Services that are not
executed on time, or for any damage (especially as a result of price losses) in relation thereto.

w

=i

N AR RIT IR < A RE S MEBR AT AT E BRI BITRBWEN 2159 K / AREET  ATHAE

4. The Bank shall not be liable for orders and/or settlement instructions received by the Bank via the Digital Banking Services that are not
executed due to any disruption or malfunction of the Digital Banking Services.

H

MEEMNEEIN  HRERR / SIHREEREZARRRITRBEHRBZETREAZEMRBREELR  LEEEH
AR RIEREZ ALTHHBH T  BE - BEAGHBEE - RiTMEY - BEs g - MIzEs - iR - £=
FHEEHEHEFRR - SRR ESREIPESELET AMTEIRARELNITAITEEMZRITRBWE 2
¥R XMTHAEE -

5. Unless otherwise agreed, the Bank shall not be liable for any risks and loss resulting from the method used by the Client
and/or its Authorized User(s) for the transmission of transaction instructions via the Digital Banking Services in particular
transmission errors, impersonation, forgery, hacking or deciphering by unauthorized persons or authorities, technical
defaults, breaking downs or interruptions, network overload, distortion of messages, deliberate clogging of the electronic
network by third parties, access breaking down or made impossible by network operations and the ensuing impossibility or
delay for the Bank in implementing any instructions that the Bank receives via the Digital Banking Services.

N BE R/ SR EERE REERBRITREFEHATHERRKENZERNRE VEREECIRS ° JLE
RATHENZERMREZRERESNR S REZBEANAEME@M AN (NEH - BEXETEM) KIKEEXN
ERTER  SIRRS i A ERE 2 TN R
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6.  The Client andfor Authorized User(s) shall only place investment orders or transaction via Digital Banking Services platform for products
and investments which are NOT solicited or recommended by the Bank or its representatives. All investment orders and transactions
on products and investments solicited or recommended by the Bank shall only be placed via telephone or other written means (such as
by letter, facsimile or email) as prescribed in the mandate or such other agreement setting out the arrangement and accepted by the
Bank.

[_\_

RAEEBE T UERFELEREZRRT - P L/ IR ERRERBERRITRETETEZMERZMESH
HEFPEBRRT] - EFERYEBPRRITREFE T EZMERSMIETRERIEE

7. To the extent not contradicting with Paragraph 4, Article 19, all transactions and orders placed by the Client and/or the Authorized
Users via Digital Banking Services platform shall be binding against the Client. The Client shall be fully liable and responsible for all
transactions and orders placed via the Digital Banking Services platform.

N

.

ZREDLREARTHREFZE BN ES NEMABRRTE - BP K/ IREREREZBEBRITRBETLET
E AR MRS HBRANIIKN 25 (BERENEMEBER ) HIRIAK * HEEZFNAITHRL
RIETEZ MRS RIRENEEALZ °

8. The Client confirms and agrees that the Bank may, according to the Master Agreement signed by both parties and other relevant
provisions, withdraw or deposit the deduction or credit account of the relevant payment (including the settlement amount and
relevant expenses) related to the transactions and orders placed by the Client and/or the Authorized Users via Digital Banking Services
platform which shall be paid or charged from the account in the Bank opened and designated by the Client.

B+tg (RB%H)

Article 17  Verification of Transactions

— AT EBERGHETRETER  UBFXHXEFTNECANBNEF » FRERZHHERGMIER - WEAFR
FERERTTR BEN+A BNEFNEHMBIRA - UEFHWEZ2FNBNATER -

1. After finishing processing each transaction instruction, the Bank shall notify the Client by eDocuments or means as agreed upon by
both parties. The Client shall verify whether there is any error in the result. If there is any discrepancy, the Client shall, within forty-
five (45) days from the date of completion of the use or other period agreed upon by both parties, notify the Bank to check by means
as agreed upon by both parties.

CATEREBAHEPUEFNESRNTELAZRZHURE (ZAERSHAT) - BEPFRHERNBHRZHIRER
BEIEAHEREY - BRI BN+ T A SAE HMERA - DI HFNE A TVBNARITERR -

2. The Bank shall send the transaction statement of the previous month to the Client each month by means as agreed upon by both
parties (and will not be sent if there is no transaction in that month). If the Client considers that the transaction statement contains
errors after verification, the Client shall notify the Bank by means as agreed upon by both parties to check within forty-five (45) days
from the receiving date or other period agreed upon by both parties.

= MMTERER BN » BRETRAE » WNBHEERTRE=TAR  #AEZBIHERUEAHZNBANER -
3. The Bank shall immediately investigate the Client's notice and notify the Client in writing of the situation or the investigation result
within thirty (30) days from the day when the notice is delivered to the Bank.

BHAfR  (BFUHHRZER)

Article 18  Handling of Errors in eDocuments

— BRAAARZROCRY  EEFXHARAARENREP cSHMBARRE - NMTEBBEFELE @ WiREEMY
E 2w -

1. When the Client uses this service under this Agreement, in case of any error in the eDocuments which is not attributable to the Client,
the Bank shall assist the Client to make corrections and provide other necessary assistance therefor.

— BIERBRAIRE R AT 2 EHMBAEERR - NMTERANER - LEEIE  WERRMEFXHESNEZ SR
HMEP o

2. In the event that an error occurs due to a cause attributable to the Bank, the Bank shall make corrections immediately upon its
knowledge, and simultaneously notify the Client by eDocuments or by means as agreed upon by both parties.

= BEFNAAZQZRE E*?X#I—Jﬁmﬁﬁ(\%)ﬁZ%EEWﬁ?éEiaEbaﬁj 1 B2 FR AR SR (P A\ 2 SRR A5
P FRUIRSES AR R - BB AMARFURESER - —RKREFBAAT  AIERRELTEIR
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3. When the Client uses this service under this Agreement and there is any error in the eDocument due to the causes attributable to the
Client, in the event that such error is in the financial institution code, deposit account or amount applied for or operated by the Client
for inward transfer, which results in wrongfully transferring to a third party's account or an error in the transfer amount, once the
Client notifies the Bank, the Bank shall handle the following matters immediately:

(—) KRERBEESRUZERZ AN EEER

(1) To provide details of the transaction and relevant information in accordance with applicable laws and regulations.
(D) BAEAITHERIE

(2)  To notify the inward transfer bank for assistance.

(=) EEEREIBH

(

3) To report on the processing situations.

Etths BEF Nz &R RIERERE)

Article 19 Due Authorization of eDocuments and Responsibilities

— MR RITRBERET P MERREAECER - EP MEEFARTIERREGERE 2 HE =5 IS E AR
1TRRTE - B T » HIREFREFIEEARERRITRECES - Ax2ATFP 8T - NMTAEBEEEREESR
EREAZTFARERERECZEREZMAMAL (ERFFEEERE) REREARDEATEISEREAENR - 15
TRHMEAMBZER - LAEREERENEREFEREEREZRE2RECEMAL (ERTFPEEEE) &
AR/ BRI IRITIRY - ORABRZEPEAN/ NEE - RERZIBERT » NEBRZFPERAN / NIRRT
FR#52 50 - ERAR R BRBEIREERECA L / I -

1. The Digital Banking Services is for the sole use of the Client and its Authorized User(s). The Client shall not permit or allow any third
party who is not an Authorized User to access or make use of the Digital Banking Services. The Client acknowledges that control of the
Authorized User(s) to access or use the Digital Banking Services is entirely the responsibility of the Client. The Bank may rely on the
authority of each Authorized User or any person (whether Authorized or unauthorized by the Client) using the Client's or Authorized
User's Security Credentials to do any act or transmit any information, instructions and other communications on its behalf. All use
and/or access of the Digital Banking Services by each Authorized User or any person (whether Authorized or unauthorized by the
Client) using the Client's or Authorized User's Security Credentials shall be deemed the Client's use and/or access. Where applicable,
references to the Client's use and/or access of the Digital Banking Services shall be deemed to include its Authorized User(s)' use and/or
access.

2

RTREF EREARTMEEEHTT BT XK AERRE -

i

The Bank and the Client shall ensure that the eDocuments sent to the counterparty are legally authorized.
SCATREPRBRBE-AERANERCRAEAS B - R28E  WESB  HMEFRKEREZBTY
FEZ BN SR E T TR A 545 L 68 AR a2 AR B AR By € 36 7 ©
3. If the Bank or Client discovers that there is any fraudulent use or misappropriation of the user code, password, Security Credential,

Private Key, or any other situation without legal authorization, it shall immediately notify the other party by the method agreed upon
to stop using the service and take preventive measures accordingly.

.

M0~ AATEXRBIREHE - HE=AERZRBEBE R BRTAEE - BENIE—BIE  FERR :
Before accepting the notice in the preceding paragraph, the Bank shall be responsible for the effectiveness of the third party's use of
the service, save for any of the following situations:

(—) RMTeEBPEPEREIBALX -

(1) The Bank can prove that the Client has any intention or negligence.

(O) ATEREFRNEAFNBHRZZHENNIREZBEBNO+TA - ERFPERKREH (NRABRT  Fh%E) B
ERAE  LZEHRENERAEEN+HH » BRTAERESBLE » AR -

(2) More than forty-five (45) days have passed after the Bank notifies the transaction verification materials or bills by means agreed
upon by both parties. However, if the Client has special reasons (such as long-distance travelling, hospitalization, etc.) and thus
cannot be notified, the forty-five (45) days will be counted from the end of such special reason, except that the Bank has any
intention or negligence.

>

I HHE=IRER ARFEEREMAECESBERBAARTAE -

5. The cost of investigation for the fact of any fraudulent use and misappropriation under Paragraph 3 hereof shall be borne by the Bank.
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FIHRE  (BARHERE)

Article 20  Security of Information System

— MTREPESERAMEAENRSZRE » BLEIFEAE - BE » Bl KBEXBLCHEXAETPEAER -
1. The Bank and the Client shall each ensure the security of the information system used so as to prevent illegal hacking, acquisition,
tampering, or damage to business records or the Client's personal data.

T FEANBEBATENARRERE RSN AENRARORAFEER - AR THZEENFEERTRE -
For disputes arising from a third party's crack of protection measures of the Bank's information system or using the loopholes in the
information system, the Bank shall bear the burden of proof for the non-existence of such fact.

N

CEDAABRTENRRHEFAERCES  ARTEE -

3. The damage caused to the Client from a third person's intrusion of the Bank's information system shall be borne by the Bank.

BE+—1& (REEH)
Article 21 Confidentiality Obligations

— ~ HRRIRSRITIR IS < FTE 15 ~ BB 2 PrB BRI ~ ERERKATEEENS 2B ER (427 486
B, ) BRFEERRRELERERECAEERERRE  BAEREANATZEENBERNBENNHEMES - &
ZP N/ SREREAERNNEEHEEEBEN R ATRERER I INERERE - LEZ (BRRR) FME
K BREAARKERER - BIXAMAIEMALT -

1. The Client shall keep and shall ensure that its Authorized User(s) keep(s), all details of the Digital Banking Services, all related materials
and documentation issued in connection therewith, the Terms of Use and all connection and identification data (collectively, the

“Information” ) strictly confidential and not reveal or disclose the same or any part thereof to any person. The Client and/
or its Authorized User(s) must immediately inform the Bank if it has any notice of or reason to believe that the confidentiality of
the Information may be breached or no longer be guaranteed, in particular but without limitation in the event of any loss, theft or
unauthorized use.

— - BREMESESBEREN  AMTEERA M EFXHRERNMTAZNBRBMREGEF &R NERTE=
P IARMERREAZNER BN BREEFREREMEAR  BES-ABREZRES

2. Unless otherwise provided under the laws and regulations, the Bank shall ensure that the exchanged eDocuments where the Client's
information is obtained for the use or execution of this service shall not be disclosed to any third party, nor may be used for purposes
unrelated to this Agreement, and when the Client agrees to inform a third party, the Bank shall cause such third party to comply with
the confidentiality obligations under this Article.

s

2

BIIRE= AMNNETHHIRE RS » BRAABHIER -
If the third party in the preceding paragraph fails to comply with the confidentiality obligations thereof, it shall be deemed as a
violation by the principal.

« I

B+ R (HtE#  BARKE)
Article 22 Other Obligations, Representations and Authorizations

— BT RRERARB BEME (MARERE) FaECk  WRAARTEREEE L T2 EXE LB AR - BRBLHE
EREABEERZE2ZITRE  TERBEBREEPREFNMCHRERUEERERERE - XEFREASULREREE
BEAEXEREBILIREANEGZTE - TE—FER  LOESHBRITRBELUNEMEAENEIEEERE
HZRBZER @ TR2BTEREERIER -

1. You acknowledge the dangers linked to the use of open telecommunications networks such as internet and represents to the Bank that
you are aware of and fully accepts the risks associated therewith. You represent that you will duly protect yourself and shall procure
that any and each of your Authorized User(s) shall duly protect itself, against the effects of hacking by using an appropriate and secure
IT configuration, and in particular by installing reqularly updated software to detect and destroy Malware. You further represent that
you have checked that the Digital Banking Services and its use by you and any and each of your Authorized User(s) fully comply with
applicable laws and regulations.

—BRE/ SR REREH BRI BITRE T AFE R AR « B« XA SEBRIMSE R IRIT IR AR
BIRR/TREBERREPEARES  WEZSHEXRR/ TABECHEHNEFAEBARS -

2. Any indication/act of acceptance by the Client and/or its Authorized User(s) of any terms, arrangement, documents or Correspondence
which are made via the Digital Banking Services platform or the Digital Banking Services shall be deemed as valid acceptance of the
Client and shall be binding on the Client from the moment on which such indication/act of acceptance takes place.

.
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FTtH=& (REBEEMR)

Article 23  Disclaimer

—» %I‘%‘JEt%ﬁﬁﬁﬂ&%%&ﬁﬁﬁ?c%ﬁﬁi‘;zfﬁﬂﬂ% o AT MMERRITIRFS K Z BB IRERT Hlﬁ%?;s{ ZAEEEM I R T
AITEEZETR « ATREEER EE{H ARAEEERFEE - TRILE=FEF - #BEH RELSARE  #BA
ﬁéﬁiﬁﬁﬁ&ﬁ'aﬁ'zﬁ%ﬁi‘ﬁ B2 REE - ENBFRILGS O —RIEZEIHET $HT{%M :

1. The Digital Banking Services and all Security Credentials are provided "as is" and "as available". NO WARRANTY OF ANY KIND, IMPLIED,
EXPRESS OR STATUTORY, INCLUDING BUT NOT LIMITED TO ANY WARRANTIES OF TITLE, NONINFRINGEMENT OF THIRD PARTY RIGHTS,
MERCHANTABILITY, SATISFACTORY QUALITY, FITNESS FOR A PARTICULAR PURPOSE AND FREEDOM FROM MALWARE IS GIVEN IN
CONJUNCTION WITH THE DIGITAL BANKING SERVICES OR ANY INFORMATION AND MATERIALS PROVIDED THROUGH THE DIGITAL
BANKING SERVICES. Without prejudice to the generality of the foregoing, the Bank does not warrant:

(—) BEMERITIRFREARERM - R~ TOEGTEEN

(1) the accuracy, timeliness, adequacy or completeness of the content delivered through the Digital Banking Services;

= ‘T”’L.ﬂft%ﬁﬁﬁﬂ&?%zﬁﬁﬁﬁ / EE SRR IRITIRIEIRMF - AR TIE - K2IREHRIERF » NERES
Bl RIG RS2 E

(2) that your use of and/or access to the Digital Banking Services, or the operation of the Digital Banking Services, will be
uninterrupted, secure or free from errors or omissions or that any identified defect will be corrected;

() WEERITIRIE N / B BRI IRITIRF R A AR M ECNERAASEMERRE - X

(3) that the Digital Banking Services and/or content delivered through the Digital Banking Services will meet your requirements or
are free from any Malware; and

(F0) AR IRITIRIE N / REP AR R ERIBE=T7#F -
(4) that use of the Digital Banking Services and/or the content therein by you will not infringe rights of third parties.

.

BTYRIERE - ATAREERERBBRITREBEHVSERBBRITREREEHNEIMNEN 2L -

You acknowledge and agree that the Bank does not warrant the security of any information transmitted by or to you using
the Digital Banking Services.

N

.

RTAIRESABMRRITRBIEHIEEPESRERR (BEE=STARMHER ) WARNERRER - KMTREED
mwﬁﬁﬁfﬂ%ﬁﬁ%%tk THAVEBARIRITRB I AW ~ 58~ &2 B B B85 BiAsER
ZENMZAR  NEZFHHANEAEAENIABE S ZEMER « 35 « BF © ER - Z2H - 28 - T ER
AR EM S ARRMRAEEMEEIEEREE  EATEMA S B A ARES TIPS 2SR E B
HEE (NEARZEFALTREASTRREBCAIRERE) - TSR B ERRREREITAE -

3. Content and applications from various sources, including third party content providers, may be included or provided through the
Digital Banking Services. The Bank is under no obligation to monitor or review discussions, conversations, conferences, messages, posts,
transmissions, and the like on or accessible through the Digital Banking Services, and assumes no responsibility or liability arising from
the content of any such discussions nor for any error, defamation, omission, falsehood, obscenity, profanity, inaccuracy or any other
objectionable material contained in any applications or content within such locations. Any hyperlink to any other website or webpage
is not an endorsement or verification of such website or webpage (or an endorsement or verification that such website or webpage is
free from Malware) and should only be accessed at your own risk.

EREERNESNBERT » CRAIERAEERTREBEEHNEBRBBITRFRERE ZENARBEIRRRSZME
FHEZTEFAEN  FER E@z%ﬁﬁ&ﬁ%ﬁ_ﬁéﬁﬁhﬁuaﬁ- FETREREERE RS (BRESER
—R) HHMAR X E - BIRBITRBEEZENNZFEN I ANSERRTRM BN F BRELIEN -
4. Without prejudice to the Master Agreement applicable to the Account(s), you acknowledge in particular that information transmitted
by or made available via the Digital Banking Services may not show complete details on all aspects of transactions, data and balances
on a given date may be affected by transactions that have not yet been recorded, are in progress or will take place in the future
(whether on the same date or otherwise) or other factors. The information transmitted by the Digital Banking Services or printed
copies of such information may not be used as official or exhaustive confirmation or statements issued by the Bank.

=

EZ+mig (H#)
Article 24 Blocking

s

BEFERRYHEES MEMEIREERE CHERBTREFIE  MEREEREESHEREHEE S ZFIE
RTWEIRF cEMHEFRE - ANBEATHE AR R EEHHERGIREER B 2 MR RITIRF FIE -

1. The Client may request its access and that of any Authorized User(s) to the Digital Banking Services be blocked, while its Authorized
User(s) may only request the blocking of his/her own access. Upon receipt of a blocking request in writing from the Client, the Bank
shall only be required to block access to the Digital Banking Services of the concerned Authorized User(s) as soon as it is practicable for
the Bank to do so.
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— BPEERTHEEIEMERRITRE (BENHENEBFPIEE —ENZERS @ SEEEAPIREERETR
TR RITIRES ) -

2. The Client may request for the blocking of access to any Digital Banking Service (including in respect of one or more of the account(s)
designated on the Application, or in respect of the access of any Authorized User to any Digital Banking Service).

= REMEREEFICH - U RBEPREERERELZ2RENEBEBIRITREME . TETTRARIRRZLUR
B BRERR  IRHEFBEBHRNA BT S AE -

3. All actions and transactions conducted and all risks connected with the use of the Digital Banking Services which are referable to the
Client's or its Authorized User(s)' Security Credentials prior to any effective blocking of access shall remain binding upon and be borne
by the Client.

E-t+hRE (DEMER)
Article 25 Intellectual Property Rights

—  BEEEIRITARE (BEBRRRRITIRE - AR RFERRITRBE A ERNERRITIRE R ) BRZPTEmE
CBERLBEVER (MAHASER) MEEMYE  IERIERN  REATHAREXATAZPNREERE
REZAEMAR ~ B HM R (T8 "TAE, ) ~ ZR2RENMAHEEXH (R LLM@EES TR, ) KEIRK
RATER / HEEEATZEBME - HIFSE  IFBREANTERCER L ERATAZF M RERERME
MIIRITRBIE > RNERARNPERBTRFEEEBRIERET  EFNAERRBRITREMBECEERN  AEF S
BIREERERTZEEN - EFNAARREEREASHE B3 188  BE - EH  HE - BRsSUEMTS
KRR MR A TIRGER - B1 MBS TR SR EAERMBRRITRES - BFATNE
AR~ R2EE - MBS UAArEEMBYRIET AT - KB TETNERBELEMGRZSTAR -

1. All copyright, trademarks and intellectual property rights (whether registrable), and all other property, title and rights, in and to the
Digital Banking Services, including the system comprising the Digital Banking Services, used to operate the Digital Banking Services or
which may be obtained using the Digital Banking Services, and any content, software or other materials made available to the Client
and the Authorized User(s) by or on behalf of the Bank (the "Content"), the Security Credentials and all related documentation (all the
foregoing subject matter to be collectively, the "Rights") are and shall remain at all times the exclusive property of the Bank and/or
its designated persons. They are licensed to the Client and each Authorized User on a non-exclusive and non-transferable basis, solely
during the period which the Bank makes the Digital Banking Services available to the Client and the Authorized User(s), for use only
in relation to the Digital Banking Services and to the extent necessary to access and use the Digital Banking Services. No Client or any
Authorized User(s) may sell, transfer, disclose, assign, convey, lease, sub-license or otherwise provide the Rights to any other person
except as provided in this Agreement. Upon the Digital Banking Services ceasing to be made available to the Client or any Authorized
User(s), the Content, the Security Credentials, the related documentation and all other physical items, shall be immediately returned by
the Client to the Bank or deleted in accordance with the Bank's instructions upon such cessation.

T EBERRATERNERRE - AAHES - WAREENEREEAERCAZESE B S ML S SRR M
H AR UL S AR BRI IS B A T AR U Sl A AR BRI I S L ARk S SRR BB B AT RR Dz AL -

In the absence of the Bank's prior written consent, you undertake to refrain and shall procure that your Authorized User(s) refrain from,
creating a hyperlink connecting its own website or social media channel or any other website or social media channel to the Bank's
website or social media channels or to a part of its website or social media channels.

.

N

.

EARRUEREENEREEREAGLE - TH - ER B2 180 2R - RALRERE - BEHERARE
IE$TTI"HMEW@ °

You shall not, and shall procure that any of your Authorized User(s) shall not tamper with install, download, copy, modify, enhance,
adapt, reverse engineer compile, assign or deal with in any manner the Content.

w

AITRB A AEIEEBEEBITREGEHNBACARFIELAET  CHILERPET - EBIPIRBEEERN K
HEMRIR \@E’Jﬁﬁﬁ%éuﬂ BENEREENNZERILEMSE _Eziﬂgﬁﬁﬁﬁ&iﬁﬂﬁﬁﬁ&ﬂ ENEETNIERIER
ZIERT BRI ATR T —IEIFER « 2IRGEEFE - RNABEE TR LR - BSIKERRNER BN 58
& BXSER (BFEERRNER « BR K / HEBMIEER) Eﬁir‘]‘*ﬂ?ﬂ,\,.ﬂﬁﬁﬁﬁﬁﬁ&%}ﬁéﬁzﬁﬁﬁ%,éuﬂ

4. The Bank neither endorses nor assumes any responsibility for the contents of your transmissions or communications through the
Digital Banking Service and you are solely responsible therefor. You warrant and represent that you have the right and authority to
submit your User Materials and that your User Materials do not infringe the intellectual property rights or any other rights of any third
party. Without prejudice to Paragraph 5 below, you hereby grant to the Bank a non-exclusive, world-wide royalty-free, irrevocable
licence and right to host, transmit, distribute or use (which will include without limitation, the right to copy, reproduce and/or publish)
the User Materials in connection with the provision of the Digital Banking Service to you and for the purposes you have instructed or

=

requested.
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I BRBARTE (BEXRR) Atk BEEI - AZENAEMAZEN  EAETHNHSLHEBEKRITRE
ENFAENRMEEIERE (T8 TH/E) ) - TREEARFERARTRACENREN SR EMNERCHEL
/HXAEM (T8 TEBEHE . ) - EMTFHAREZSHFECERNCHENERILHE - ZFCHENERLEHR
KTEBEA » LHBRREAZEHTE  ZFHF 2 ANEEUMEEERZEER - CRBATRERERRER
PR FAIRIERE

5. You agree that the Bank may (but is not obliged to) use electronic or voice recording procedures to record any voice or video
conversations or conferences through the Digital Banking Services (the "Sessions") and to record and keep any meeting notes and/or
calendar free text information provided by you to the Bank in relation to proposed or scheduled Sessions (the "Meeting Notes"), for
the purpose of record-keeping, quality training, investigation purpose and other legitimate purposes. Should the Bank make or keep
any records or Meeting Notes of such Sessions, such records and Meeting Notes will be the Bank's sole property and will be conclusive
evidence of the fact of any Session, the date and time and subject matter thereof. You consent to the use of such recording as
evidence in any legal proceedings.

7N AR LR R RIT IR R EE R -
6.

This Article shall survive the termination of the provision of the Digital Banking Services.

BZHRR (AEBE)

Article 26 Consent to Disclosure

BRBARIT AR REERLERZEN » LEMATERARKRITREN AR ERFRURAITAOR MK
- EREEPRECENEBRLNEMIPE " HEMARGE J il - BRENARIBRIRRITRE L ARt B8R
DIREBER T cookies | IRALZER °

You consent to the Bank's systems being programmed to gather certain anonymous data to help the Bank understand how the Digital
Banking Service and/or Content are being used and how the Bank can improve it. This automatically gathered data includes your computer's
IP or "Internet Protocol" address, statistics about how you navigate through the Digital Banking Service and/or Content, and information
provided through the use of "cookies".

FT TR (@BMEEH)

Article 27  Notices and Communications

—  EERRITIRB BB AMEEBNNEMEEEEEN - BENERASNBELES AT P BAHNEESAITA
Ao MU ARG RS i SRR N E < EERRT 0 MEP I E - ERILIE M E ML EF EMATT -
A R BAREE BB 1R j A R K R FT 5 AR P ARLAB HSURAVE VBB E UL - AT RE S S
SR BRAIT 2 MU REERFT - B BRIR » RTINS IR B IRIT IR SN E A E F E A4 U S BRI A
TRERRESES  EtEMm N BB AAER - ERTREGE BRI RITIRE T ERMSERZF BRI
BAUHEFNEIREEREFINE  BFEREREEERTCBAMEN @ EREF L/ AREREEAERTE
BRI~ FECKBE SR A ANEE o

1. All notices and communications in relation to the Digital Banking Services may be given to the Client by letter, facsimile or telex to the
numbers notified by the Client or last known to the Bank or the address stated in this Agreement. The Client should promptly notify
the Bank of address change in writing or in another manner as agreed and agree that the address after change shall be the mailing
address for delivery of correspondence. If the Client does not notify the Bank of address change in writing or in another manner as
agreed, the address shown in this Agreement or the address last notified by the Client shall be the address where the Bank will send
correspondence. The Client further agrees that notices and communications may also be made or given by the Bank through the
Digital Banking Services or via other email addresses or phone numbers or other methods of notification as may be designated by or
acceptable to the Bank at its discretion. The Client shall be deemed to have received the Bank's notices and communications upon
the posting or transmission by the Bank of such notices and communications onto or via the Digital Banking Services platform for
the Client or its Authorized User(s) to have access to, regardless of whether such notices and communications are actually received,
accessed or read by the Client and/or its Authorized User(s).

T BREBHNEEN  BEPAATRBZEBRAVALEZEmAEL » WEIXEAR T E I AT RE B2 E A
ik - FEFAE  EEREAEARSRGCHNNEBRERE - TRPE—FRE  BRIERTESEREERE - SRIRE
BB T EMRAITR LB -

2. Unless otherwise agreed, all notices to the Bank must be given by the Client in writing and to the registered address of the Bank or
such other address notified by the Bank from time to time or through other means acceptable to the Bank. The Client agrees that a
fax shall have the same effect and evidentiary value as an original written document. The Client further agrees that unless otherwise
expressly authorized by the Bank, no notices to the Bank shall be through electronic mail.

.
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BTHAE (Z2HERT)
Article 28 Amendment

ARENFINBELEEME - AMTUBEANESNWERNBENEFE PR TAARARRE » REARZEXTIE
AR - BTN FIEMEEE  EREEFIANTAUFANESNESRNBAEF @ UNZEENEFNVESNUBER
BXFHAHEFER  TENRAND  BEENBFSRNEEFEERBRIER  NEPARNZPBANEZRE » RRX
RAIEBEEMAT  WENTFWEER  BREIRGEZREANBAARTELERZL -

The Client shall be deemed to have accepted any revision, addition or deletion of the provisions of this Agreement, provided the Bank has
notified the Client of the revision, addition or deletion in writing or in a mutually agreed and the Client did not raise any objection in seven
(7) days after receiving such a notice. However, if this Agreement change concerns any of the following matters, the Bank shall notify the
Client at least sixty (60) days in advance in writing or in a mutually agreed manner using conspicuous and explicit wording to state the
changes and the provisions before and after the change, and inform the Client that it may raise objection before the change takes effect
and that the Client is deemed to accept the revision, addition or deletion if it did not raise any objection during said period of time. The
Bank shall in addition inform the Client that if it has objection over the change, it has the option to notify the Bank of termination of this
Agreement during the aforesaid time period:

(—) FZAEARBAERAERSE 215 - Z2FF RS HEMIARKSERECBE KM ITRBEFBAM TS
(1) the manner by which the Bank or the Client notifies the other party of any unauthorized use or theft of user ID, password, Security
Credential, Private Key, or any other situation that is not legally authorized; or

(D) B EERBARELEE -
(2) other matters as provided by the competent authority.

EZtNR (RERESE)
Article 29  Liability for Damages

— AT REBPRBRAZNEEXIHNEF X AAIRENESTA—FZFH  BBEEL  ERIERIIBSE »
WA EEAZBEER  ZEFABRMAECBEEERBESHE -

1. The Bank and the Client agree that when sending or receiving of eDocuments under this Agreement is delayed, omitted, or erred due
to causes attributable to the fault of one party, which results in damage to the other party, the party at fault shall be held liable for
damages incurred by the other party.

T AETREAZNURERBRR T EMENZERLT 5FF « AARREERAEZIHEARAR (ERRTX) RMER
MIRIRITIRT - Z2BREE / I ETREPHHRNUFFRAFRERR » BRETRNER « HAFEREERESR
HEMARE:

2. Without prejudice to this Agreement and the Terms of Use, the Client shall be liable for all losses, costs and expenses of
the Bank if the Client, any Authorized User(s) or any of their Representatives (as defined below) have acted fraudulently
or acted with gross negligence during its/their usage of the Digital Banking Services, the Security Credentials and/or the
Prescribed Devices, including without limitation, where the Client, any Authorized User(s) or any of their Representatives:

(—) BBxmM A AEREPINE / HR2EE

(1) knowingly allow the use by others of its/their PIN and/or the Security Credentials;

(D) EERRYEREANTIERIRITREZPING / FREEHFEIRE - ERFREBREESERETEHE
AT PBIARTT

(2) fail to inform the Bank as soon as reasonably practicable after it/they find or believe that its/their PIN and/or the
Security Credentials for accessing the Digital Banking Services have been compromised, lost or stolen;

() EHEHMBRAREERERSIREZRS & /2%

(3) conduct unauthorized transactions over the Accounts; and/or

(M) REFASZHILAR(E R IEFR HETER Z (REEHEHE

(4) fail to follow the safeguards set out in this Agreement and Terms of Use.

EREHATZAERX  RAMTHARIZER - BHEHEEALERARSBERETREMS B2 —IERE
REZBEE -

You shall also bear full responsibility for all consequences arising from the loss or misuse of the Security Credentials or
Prescribed Devices.

2

BEFRBAEBRATHAEEMEEAXETHRES &/ I EEEAEREREIERENZ EMEAETIRE
EEREE -
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The Client agrees not to hold the Bank or any of its officers or employees responsible or liable for any loss arising out of any misuse of
the Client’s and/or its Authorized User(s)' Security Credentials.

BEATNIEMARBITREFCRNEZ 28 - BEEZRBEHE LR - B2 TRIRE  AMTHARAL  #2
EERANERNIM IR S ARE=SRBIEMLE - RHARRITRBIAERRTRE LS (USEERMAKE
BATRBFIEPEMELD ) - AT AREAGREN / HEDBGUEF IR EEREZBERE D HEBLZTPM
BIRBEEREETR2ETARZY  Fit - BERERAESDNEGEAES DB FANRE - MTAARBEME
BEE - HNEARCHENEERERE > HEEREZET - KBA - EF  BE - REA  ABEHRBIRA
E (B "TRR, ) 2R~ BHNEGFERUR SRR IRITRES S BEHBEUC A EL ~ BEHEE - Asx
o AMTBAREEBEARBEEEMR - RARS G2 —RIEZRET » BiAIEMS @ HREARS « EaxE
EREBTEANRZ FIATENS I BEERBUEMHER ~ BERE - AN » AN THRARBEEET
Notwithstanding the security precautions taken by the Bank when offering the Digital Banking Services, you are not guaranteed
absolute security. You fully acknowledge and agree that the Bank may at its sole discretion without having to notify you, use or
engage or outsource to any third party service provider in any part of the world the provision of the Digital Banking Services or Digital
Banking Services platform upon such Digital Banking Services or any part thereof may be hosted. The Bank cannot and does not
warrant and/or confirm the purported identity of each Client or Authorized User or that each Client and Authorized User has complied
fully with this Agreement, and consequently, the Bank shall not be held liable where there is a dispute or claim involving or relating to
the identity of any of User. The Bank shall not be responsible for, and shall not be liable for any loss, damage cost or expense whatever,
caused to or incurred by you in relation to the provision or use of the Digital Banking Services arising as a result of the negligence,
default or fraud of yours or your Authorized User(s) or their respective employees, officers, directors, staff members, agents, contractors
or service providers (each a "Representative"). Without limitation to the generality of the foregoing, for the purpose of this Paragraph,
the Bank shall not be liable for any loss, damage, cost or expense caused or incurred by you arising as a result of the following actions
by the Client, any Authorized User(s) or any Representative:

(—) BREAREEINIEERETAREREREL S G HIRHIBE FIFRIREERE |
(1) the loss of any Security Credentials or Prescribed Device or failure to keep the same safe or the provision or the making available
of the same to a person who is not an Authorized User;

(D) ReEETATIRM BB BRE 2 AZONR ~ FRERMAER2IES!  8FERRNAEE hEERIE S
BRI EEREXNMEMES TORRERERER

(2) the failure to follow this Agreement, the Terms of Use and all security guidelines provided by the Bank concerning passwords
including without limitation inappropriate choice of passwords or upon change of Authorized User(s) or any other compromise of
any such password;

(2 MBEF - AFEREERELON ALERBREITIRS  tBSIRREERE - AFFEAEMA T ERERKR
TR

(3) in the case of the Client, allowing the Digital Banking Services to be used by a person other than an Authorized User and in the
case of an Authorized User, allowing the Digital Banking Services to be used by any other person;

M) REPEE BENTEANEERRRITREE LR

the failure to supervise the use of the Digital Banking Services properly or at all;

B MEIREERE N EAIRREBAE A EMREEETIE RE AR RITIRE L 22 1TR

any other failure or breach of security in relation to the use of the Digital Banking Services caused by the Client or any Authorized
User(s) or any Representative;

BRAZNZ R 5 X
the breach of any of the provisions of this Agreement; or
REEMRIRA Ak FR AR (R R AR BR SR1T AR

failure to use the Digital Banking Services in accordance with this Agreement or the Terms of Use.

SH =B

Sg ey

EBREHN TS ERR - NMTHRAKEEMEREENET

You agree in particular the following risks, for which the Bank shall not assume any liability or responsibility:

(—) BHAGRS 2HER - LLREP K/ SRERERE CBRIITHRERSZ B 22 » AIEREIRER
RERZRFN (BIHER R &N - XHEH - S8 L ENMEREAE) @ HEAREREE=71EHE
PL/SHEEEAEENCHFIRE  WERETPRETATEAMBRITREESES L / TS ' #
BRERIEE

(1) insufficient knowledge by you of the system and inadequate security measures on the computers or mobile devices of Client and/
or the Authorized User(s) may make unauthorized access easier (i.e. inadequately protected storage of data on the hard disk, file
transfers, information left on screen, etc.) thus giving access to the Client's and/or Authorized User(s)' allowing use of the Digital
Banking Services to transfer money and/or carry out transactions without the Client's authorization and to the detriment of the
Client;
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(D) HRBRREER R RS HER P EREP K/ SEREERENEREREREMEN (AIREEATSINES K
/ R REGRAENBESE LSS AL)

(2) it cannot be excluded that the network service provider may track the user characteristics and other information of the Client
and/or Authorized User(s) (i.e. the provider is able to identify when and with whom the Client and/or Authorized User(s) makes
contact);

(Z) R E=ATUERP K / IR FREAEEARKBITREFERES K / R EFERENEIETT
BEE > MASERAE » WATERKRFREZBR T EARKRITRYE  BREFEREE |

(3) unauthorized third parties may gain access to the computers or mobile devices of the Client and/or Authorized User(s) without
being detected while the Client and/or Authorized User(s) is using the Digital Banking Services and use the Digital Banking
Services without the Client's authorization and to the detriment of the Client;

m) EEMALMERE  FREUVEASHITHRECTERERR S &/ %

4)  when using a public network, there is a risk that Malware may spread to a computer or mobile device; and/or

) RS R E AT T A LR ARE -

5)  your failure to consult the Correspondence available on the Digital Banking Services platform regularly and timely.

ok - YR BEARTIIERNZAMBRE2ERTaeR2RE 8¢

In addition, you acknowledge that, despite all security measures taken by the Bank in meeting high standards of security,

(—) B EEREFETHNEERNRR AT B A BN —ReFLRRE B
(1) data transmitted over the internet run on independent networks having diverse features and capacities, which are sometimes
overloaded at certain periods of the day;

(D) PRI - Jit - R EERERMEHDER - ARCHRERRERBL - RRREF R RRERE
BHESER &

(2) the internet is an open network and, consequently, the information transmitted thereon is not protected against risks of
misappropriation, intrusion on your system, piracy of data, system programme and files, contamination from Malware, and

(Z) BPFASEEEEREEAERNATBER ZER  LUREERFNENITGRATERELBEAE -

(3) it is the responsibility of the Client and each of its Authorized Users to take all appropriate measures in order to protect its/their
system and data from contamination from Malware and intrusion attempts.

TE—FRE - BN AR N FHEERRIPITRE T A2 Pl -~ BiF » £/ ES AR RITIRIS
B/ SEEBAMNET XM  AMTHEABEEMERTE - AANMOEHEREEREZETRERRBNZESEH
BN BEEARNELEFEASEENBE EMEYF - FHEXER  BEEBEATE LR —MRIE AR
T - ARZ EHEESERAMRNE « EXIRERE (AEEHSD)  ZHKE - BRKE - KMTINTERRERN
B35 AR AR PR AR B S B AT B0 H It B i R BEEAE -

You further agree that the Bank shall not be held liable for interruptions, suspension, termination andfor malfunction of the Digital
Banking Services platform or inability to access the Digital Banking Services platform and/or the Correspondence and the eDocuments
due to the occurrence of a force majeure event. Force majeure events shall be those usually deemed as such under the applicable
law, including but not limited to any event, occurrence or circumstance reasonably beyond the control of the party, including without
prejudice to the generality of the foregoing, failure or delay caused by or resulting from a failure in communications networks due to
the lack of supply of electrical power, industrial or civil unrest (even partial), terrorist attacks, natural calamities, sabotage perpetrated
by elements external to the Bank and failure of the internet network to operate.

HREAIT ARSI IR E AT TR RS B 5 PR AR BR SRAT AR 578 B8 i EL iR AR » SRR ER SRAT RIS E 220 & P AT
wiRRERAERAMRE - ALEEME 1588 - HthESEXNRBEMEE B8 - BHERINE (RHEEET
AATZHEET ) ~ MK~ B ~ 88T ~ B8~ BF « KEEARTESI DN EMREA - LIS B AR R1T RS
AT AT A AR BB EAHER ~ A ~ BEBENEMZ L et BRI AR EFRERE

TATHARBEMEESE -

The Bank shall not be liable to you or any other person for any loss, cost, damage or other expense incurred by, or any actions,
proceedings or claims which may be brought against, such parties arising as a result of the non-receipt or delayed receipt by the Bank
of any instructions or other communications relating to the use of the Digital Banking Services or as a result of the suspension of the
Digital Banking Services or the inability of the Client or any Authorized User(s) to access or utilize the Digital Banking Services for any
reason, any suspension, breakdown, faulty transmission or malfunction in the public telecommunications network, hardware, other
equipment or software, in any case whether or not within the Bank's control, flood, earthquake, strikes, riots, wars, fire or other cause
outside the control of the Bank.

CEEFERN—IINERNE - LIRS ﬁﬁﬁéﬁﬁ%ﬂﬁ%ﬁiﬁﬂ&ﬁ‘%z&ﬂ KB REBRJBABWBZREMERE - HRAE
SR AERERRITIRFHEEE « 8 - KEN—REFENTMEEFIANTE (BEEAEERE) FTEH
KSR SEM AN Z IR » ATHAREEMEREE -
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9. You shall be responsible to take all necessary steps to keep any device, Security Credentials or secret code used for accessing the Digital
Banking Services secure and secret. The Bank will not be liable for any loss incurred by you or any person as a result of or arising from
any damage or adverse effect to your hardware, software, equipment or system generally (including from any Malware) caused as a
result of its use of the Digital Banking Services.

T RAEAIERT - B ERRKIRITIRS B BRI BB RN « B - 5% - BEMANEIM  EERE (8%
BARRPEFBAZFEELR) - RTHEHENERMARKEEMEEREE -

10. In no event shall the Bank be liable to you or any person in respect of any matter in connection with the Digital Banking Services for
any incidental, indirect, special, consequential or exemplary damages including, without limitation, any loss of revenue or profits.

T ERTREEAHEEEIELANEIET - AMTEEAER MEARHESEAATE T ER BB E A EEE
B PSS

11. In the absence of any intentional tort or negligence on the part of the Bank, the Bank shall not under any of the following
circumstances be held liable for any direct or indirect loss sustained by you or any person:

(—) BERTEERBRTRBACE / R REEAERENERP BT AEEREER

(1) in the event of any error or omission in the information provided by the Bank to you and/or your Authorized User(s) via the
Digital Banking Services;

(D) HREEARRICREEEWAITRE LR / SIREFERERE & ~ @MsuEa

(2)  due to poor reception or failure to receive information, any communication or notification sent by the Bank to you and/or your
Authorized User(s);

(Z) AEBABAE D ZENSBBERMBRRITRIBERS <EMATSIHE

(3) arising from the disclosure of the identification data and the data obtained by using the Digital Banking Services;

(1) EERBERITRBENE LAHRESNE  TERRTRENETMESENERE X/ %X
(4)  during or after using the Digital Banking Services or surfing on the web, in particular in relation to IT equipment and data
contained therein; and/or

() EREARKBITRE < RAHEE - SRR RITRE < HRERESRHE « BN/ IR EERENR TR
BAER SR AR AE - X (—RME ) BEATESLUMIEREME4ERE -

(5) in the event of maintenance of systems underlying the provision of the Digital Banking Services or following a malfunction of
the Digital Banking Services or problems with the electricity supply, a breakdown of the internet or the telecommunications
network used by you and/or your Authorized User(s) or the Bank or, generally, any other event outside the Bank's control.

T+ RABRERTEAEMENSHEEE R BERT - Bl R 2EE - MTREE SRR BITREEN 2R
BRSO ERA L o 1T IR AT A ELfth A T AFTT RERAE RS IRTTARTS WX AL P ErS S A AIRATHEE - RNMTHA
88 -

12. Without prejudice to any of the Bank's other rights or remedies, in the event of security risks being detected, the Bank reserves
the right at all times to suspend the Digital Banking Services until all risks are removed. The Bank may also interrupt the Digital
Banking Services for other maintenance work. The Bank cannot be held liable for any loss or damage incurred as a result of such

interruptions.

= RO AREEFERENTARR - AENIOEEAEARKRRITRT » O A TRERREEREERETZ
KERR AT R B ENEEESH R TIRE C TAL  EZEBFHRE - DIRAKITHE EEk ~ E8FHEE
RAEAAS I - BEHARTRBEE  WEATRAREEE -

13. You shall keep the Bank fully indemnified, and hold the Bank harmless, at all times against all actions, proceedings or claims which
may be brought against the Bank, any loss, damage and any cost or expense incurred by the Bank arising either directly or indirectly
out of or in connection with any negligent, wrongful or unlawful use or misuse of the Digital Banking Services, or breach of any
provision of this Agreement, by you or any or your Authorized User(s).

T ~ AR ERIT IR R LIRS B

14. This Article shall survive the termination of the provision of the Digital Banking Services.

B=11E (KHRE)
Article 30  Retention of Records

— BFTH  KERTZHEUBCRNER  BRRITRETEPEF XM TS AEHEEMER  BENELSE
XA SRR AT IR SRTT RIS P2 LER - BB T XA MEEBRITRE FahMRERR RS ET XMHA
BEREXNEEE - At - FFAEARN—IILERRBITREE T XMHLE  BRREFERFAIUET A

BFRA °
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1.

The Client acknowledges that the eDocuments may from time to time be automatically deleted from the Digital Banking Services
platform in accordance with the Bank's on-going policies and procedures, and past or historical eDocuments may not always be
available in the Digital Services platform and retrieval of such eDocuments after they are removed from the Digital Banking Services
platform may require payment of a processing charge. Accordingly, it is the Client's responsibility to take all necessary steps to retain its
own records of the eDocuments by, inter alia, printing the same to be kept in a physical format or storing copies electronically.

— BFARTEBHLRFRE  EASWHREAMRECHEERNS  BX - BF  URAIEXNEMSXRRE T XHNHE

2. The Client represents and warrants to the Bank at all times that it will not, and will ensure its Authorized User(s) not to, amend, modify,
reverse engineer or otherwise tamper with the eDocuments or their contents.

= MINREPERGAERZIETES T X ek - WRERERE M NTEML -

3. The Bank and the Client shall retain all records of eDocuments of transaction instructions and ensure their authenticity and integrity.

Mg~ AMMTHAELH R  BREREEAIEEY - REHRARLFL L - BHMEZSBERRRES » I(RERE -

4. The Bank shall perform the duty of care as a good administrator with respect to the retention of records under the preceding

paragraph. The retention period is five (5) years or more, but if other laws and regulations provide a longer period, such provision shall
prevail.

F=1—1& (BFXHZHN)

Art

LX)

icle 31 Effect of eDocuments

REFPREBUBT XMHEREITE ARG BT XM - AR NREZEER - B2 BHRERE

AELERR

The
Agr

Bank and the Client agree to use eDocuments as a means of representation that the eDocuments exchanged between them under this
eement have the same effect as written documents, unless it is otherwise provided according to law.

F=TT]R (BEFNMHZEMBRE)

Art

IVCATE

icle 32 Other Provisions of eDocuments

BROEERAAMIES 2 HIRE  BERED  WERANET XM -

All references to account, advices and confirmations in the Master Agreement applicable to the Account(s) shall apply to the eDocuments.

==& (FF#LERY)

Art

icle 33 Termination of Agreement by Client

BFBRAIZTHARTRHEMmEAN » RUEAZQ S H MR RITRIEZ(ER -

The
the

Client may terminate this Agreement and its use of the Digital Banking Services upon giving thirty (30) day's prior notice in writing to
Bank.

E=tmiE (ARTHESRE)

Art

1.

icle 34 Termlnatlon of Agreement by the Bank

F ATEBERUEEALARY  HARKIEE=THRIUEEENEF -

The Bank may terminate this Agreement at any time upon giving thirty (30) day's prior notice in writing to the Client.

—EBERFMETNIESR—E  RABRSECAEMENSERNERT  AMTEBERUEENESVWESNBAETS K

ZKK/\’]
2. However, if the Client has any of the following situations, without prejudice to any other rights or remedies, the Bank may inform the
Client the termination of this Agreement at any time in writing or in another mutually agreed manner:
(—) BEREATRE  BESZOIENNEFERE=A -
(1) The Client transfers the rights or obligations under this Agreement to a third party without the consent of the Bank.
(D) BEPERRELIEBEERENEEEER RGBS EL  BEEFE -
(2)  The Client files for bankruptcy according to the Bankruptey Act or files for debt restructuring or liquidation according to the
Consumer Debt Clearance Act.
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=) BRERAZNETNEE_ERE  FEHREEZ T —RZIREE -

3) The Client breaches the provisions in Paragraphs 2 to 5, Article 19, Articles 20 or 21 of this Agreement.

M) BEFHERECAEERETZNCEMOTE  RESKEHRPABRBITRRSE -

4)  The Client or its Authorized User breaches other provisions of this Agreement and fails to comply after the Bank has demanded
remedial action or requested performance within a given time period.

(
(
(
(

F=tHE (BEHHELL)

Article 35  Automatic Termination

ERETIEMSEM  MBRITRBZREEBKIL  BRSITEN

The provision of the Digital Banking Services shall be terminated automatically without prior notice if any of the following events occurs:

(—) MERF R - HAL—EIRFZERT » FrAIRFHEER =

1) the Account is closed, or if more than one, all the Accounts are closed; or

(
(D) AMTEEFZMHERIRS - RVRBEBHESTKL
(

2) the Account, transaction or service between the Bank and the Client is terminated in accordance with the Master Agreement.

B=1+RE (FEzZWH)
Article 36  Effect of Termination

—  EREATE AR R IRIT IR AL

1. In the event of the termination of the Digital Banking Services or this Agreement for any reason:

(—) 1&ZRNI BNENSAR RS SRIT ARAS
1) you shall forthwith uninstall the Digital Banking Services;

(D) TABATERIAISLZ2RE - S (BEEMEEREBERITRE M « XHNERREMEEIA)
FFrEEMERRETAT  WRAITERE » MAITIREBEINRBRF - BH - RENBEFERIBITRBIEL
fAIER D2 BIAC A 5 &

(2)  you shall immediately return the Security Credentials, the related documentation including any materials, documents and media
containing any portion of the relevant Digital Banking Service and all copies thereof and all other physical items to the Bank
upon the Bank's request, and where required by the Bank, furnish the Bank with a certificate certifying that no copies of the
Digital Banking Services or any part thereof have been made, reproduced, retained or distributed; and

(=) RAERZQOTRTENPTERRN K / KEFF A B NS LML - R AN E IR IRITREG » A REA I
JEREENES « KIBARBTEETHERIZRE -

(3) all rights and/or licences granted to you under this Agreement shall immediately cease and terminate and you shall forthwith
cease the use of the Digital Banking Services in any way whatsoever and if you are a legal person, you shall procure your directors
and employees to observe the same restriction.

AR AEARERRE L » SRS AEBRR RS AZOEMEC T2 EBEL -

2. Termination of this Agreement for any reason shall not bring to an end your obligations under any provisions of this Agreement which
are meant to survive the termination.

E=t+ti& (1FF)
Article 37 Heading

RIEXERBE  AZNBHRREERERNIEMR - NEERRZNWBRRIZ R « LB -

Unless the context otherwise requires, the headings of this Agreement are inserted for convenience of reference only and are not to affect
the interpretation, construction, or understanding of the provisions.

B=T/N\1& (FEE
Article 38  Language

AL ~ ZESURRK » PRI INE N EML » BRI -
This Agreement is made in Chinese and English. In the event of discrepancies between the Chinese and English versions, the Chinese version
shall prevail.
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F=tTNE CESER)

Article 39  Governing Law

RN ERERPERBER ©
This Agreement shall be governed by the laws of the R.0.C.

EMm+g  (CEPREE)
Article 40  Jurisdiction

RAZNMERE - AMTREBEFPREUSESILM AR E P AR T E i nE—E B AR -
If a litigation arises out of this Agreement, the Bank and the Client agree that it shall be subject to the jurisdiction of the Taiwan Taipei
District Court or the court of jurisdiction in which the relevant branch of the Bank is domiciled or resides.

FERZILEAEMNEZARZNG cHREERELRANL  TREXZBEBENTERRE  WEBALLNZAEERR
IERZEFAIEZHZHIE -

The Client hereby represents that this Agreement has been delivered to the Client for review at least five (5) days before signing
and it fully understands and agrees to comply with the agreed terms before signing all provisions in this Agreement.

55 S5RHE / Account Number:

&5 &% / Account Name:

BERBHE / B
Signature or Chop:

(FEENEFA N A RENERR)
(The signature or chop shall be consistent
with the signature or chop at the lower
left corner of the signature specimen
card.)

%52 HH#ADate:

Internal Use Only

Certify by (RM) Maker (CM) Checker (CM)
Date Date Date
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